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Some attempts in the past
● Resolution of the government of the Czech Republic #727 – 8 Jun 2009

– Ensure IPv6 compatibility of the equipment purchased during 
network infrastructure renewals

– From 1 Jan 2011 start to offer all governmental websites and 
services on IPv6
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Some attempts in the past
● Resolution of the government of the Czech Republic #982 – 18 Dec 2013

– Require support of DNSSEC in all purchases of services from 1 Jan 2014
– IPv6 support for all electronic filing systems
– DNSSEC - sign all governmental Internet domains by 30 Jun 2015
– Add IPv6 support requirement to all relevant tenders both for the supply of 

services and goods (hardware), and as an integral part of the requirements 
for all newly supported projects and their components financed from 
structural funds

● Not monitored, not enforced, IPv6 part often ignored
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Gov.cz project
● Resolution of the government of the Czech Republic #578 - 16 Aug 2023

– A project to unify all governmental services under gov.cz domain
– Significant improvements of DNS infrastructure
– Includes also an unified design of web pages etc.
– Mitigation of some phishing threads
– IPv6 and DNSSEC
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Last resolution
● Resolution of the government of the Czech Republic #49 - 17 Jan 2024 - „to 

restart the implementation of DNSSEC and IPv6 in public administration“
– RIPE NCC Internet Country Report for Central Europe IPv6 was an 

important input 
– reminds the previous mentioned resolutions
– monitoring report on the deployment of DNSSEC and IPv6 by 30 June 

2025
– evaluate the status of compliance with the conditions for the full 

transition to IPv6 annually by 30 June
– report on the status of preparations for the full transition to IPv6 by 31 

May 2027
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Last resolution
● Resolution of the government of the Czech Republic #49 - Jan 17 2024 - 

„to restart the implementation of DNSSEC and IPv6 in public 
administration“
– members of government and heads of other central government 

bodies to cease providing government services on IPv4 from

June 6 2032

https://endofipv4.cz/en/
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Thank you!                        
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